Informationsbldtter zum neuen Datenschutzrecht in der ambulanten Versorgung

Videoiiberwachung in heilberuflichen Einrichtungen

Das Erstellen von Bildern in Form einer Video-
Uberwachung stellt eine Verarbeitung von Daten dar und
unterliegt somit den rechtlichen Vorgaben des Daten-
schutzes. Dies gilt sowohl flir das Aufzeichnen von Bil-
dern als auch fiir das reine Beobachten per Videokamera
(= Monitoring). Auch Bildmaterialien von Personen sind
Daten, da die dargestellten Personen identifiziert wer-
den kdnnen.

(N Unterscheidung offentlich zugénglicher und
nicht-6ffentlich zuganglicher Raum

Eine Videoliberwachung kann im 6ffentlich zuganglichen
und nicht-6ffentlich zuganglichen Raum stattfinden. Die
Abgrenzung ist nicht immer eindeutig und orientiert sich
stets an den Gegebenheiten des jeweiligen Einzelfalls.

Zu den offentlich zugdnglichen Raumen zdhlen in der
Regel die Bereiche der Betriebsstdtte (hier: heilberufli-
che Einrichtung (*)), die nach dem erkennbaren Willen
und Zweckbestimmung des Berechtigten von Personen
wihrend der kommunizierten Offnungszeiten betreten
und genutzt werden konnen. Diese Bereiche kénnen sich
innerhalb und auBerhalb eines Hauses befinden. Hierzu
zdhlen z.B. der Parkplatz sowie der Eingangsbereich des
Gebdudes selbst und der Treppenaufgang zum Heil-
wesenbetrieb. Als weitere Beispiele wdren u.a. zu nen-
nen der Verkaufsraum einer Apotheke sowie der Re-
zeptionsbereich bzw. die Anmeldung einer Arzt-
/Zahnarztpraxis.

Nicht 6ffentlich zugangliche Rdume sind solche, die nach
dem erkennbaren Willen des Berechtigten nicht von
jedermann genutzt oder betreten werden dirfen. Auch
nicht wahrend der kommunizierten Offnungszeiten.
Hierzu zahlen z.B. die Birordume des Heilwesenbetriebs,
die Aufenthaltsraume der Mitarbeiter sowie samtliche
weitere Zimmer, die den Hinweis ,privat’ o.4. tragen
oder tragen konnten. In einer Arzt-/Zahnarztpraxis zah-
len hierzu z.B. auch noch das Wartezimmer sowie das
Behandlungszimmer und die Flure innerhalb der Praxis,
da diese erst nach erfolgter Anmeldung mit der Zustim-
mung des Berechtigten betreten werden diirfen.

1. Rechtliche Grundlagen einer
Videoiiberwachung
1. Allgemeines

Die europaische Datenschutzgrundverordnung (DSGVO)
regelt die Zuldssigkeit einer Videoliberwachung nicht

explizit. Nach Art. 35 Abs. 3 lit. ¢ DSGVO kann jedoch
eine Datenschutz-Folgenabschatzung erforderlich sein
bei ,systematischer umfangreicher Uberwachung &ffent-
lich zuganglicher Bereiche“. Darunter fallen Uberwa-
chungen, die dauerhaft und in einem besonderen Um-
fang  groRflachig installiert werden, z.B. City-
Uberwachung. Bei heilberuflichen Einrichtungen diirfte
es in der Regel an der Weitrdumigkeit der Uberwachung
fehlen (siehe Informationsblatt Datenschutz-
Folgenabschatzung).

Selbstverstandlich ist eine Videolberwachung immer auf
Basis einer erfolgten Einwilligung der betroffenen Person
(z.B. Patient) moglich. Hierbei ist jedoch zu beachten,
dass dies im Alltagsleben in der Regel nie der Fall sein
wird. Die Rechtsprechung bewertet das bloRe Betreten
eines Raumes trotz Wahrnehmung eines Hinweisschildes
nicht als konkludente Einwilligung. Insofern kdme eine
ausdruickliche (ggf.) schriftliche Einwilligung zur Video-
Uberwachung in Betracht. Dies wére in der Umsetzung
jedoch in der Regel nicht praktikabel, sofern es sich um
eine groRe Zahl Gberwachter Personen handelt. Sofern
die Personenzahl der Uberwachten begrenzt ist, wire
eine ausdriickliche Einwilligung ggf. praktikabel. Hierbei
ist jedoch zu beachten, dass diese unbedingt autonom
und nicht erzwungen erfolgen muss.

Im sog. Kernbereich der privaten Lebensfiihrung (Sani-
taranlagen sowohl fur Mitarbeiter und Patienten und
Mitarbeiter-Umkleiden) ist eine VideolUberwachung
grundsatzlich unzulassig.

2. Videoiiberwachung gemaR
Bundesdatenschutzgesetz

Das Bundesdatenschutzgesetz (BDSG) hat die Video-
Uberwachung o6ffentlich zugdnglicher Raume bisher in
§ 6b BDSG-alt geregelt und in § 4 BDSG inhaltsgleich
Gibernommen.

2.1 Videoiiberwachung 6ffentlich zugdnglicher Raume

§ 4 Abs. 1 BDSG erlaubt privaten Stellen die Beo-
bachtung 6ffentlich zugédnglicher Raume zur Wahrneh-
mung des Hausrechts (Nr. 2) oder berechtigter Interes-
sen flr konkret festgelegte Zwecke (Nr. 3). Unter Nr. 3
fallt z.B. das Interesse, sich und Dritte vor Diebstadhlen
oder mutwilliger Zerstérung von Eigentum zu schiitzen.
Gleiches gilt fur das Interesse nach Schutz vor personli-
chen Ubergriffen. Die Videoiiberwachung muss zudem
zur Erfillung des verfolgten Zwecks erforderlich sein.
Das bedeutet, dass die Uberwachung geeignet sein
muss, den erforderlichen Zweck zu erfiillen und zugleich
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kein gleich geeignetes aber weniger belastendes Mittel
zur Verfligung steht. Hierunter kénnte z.B. im Falle eines
bezweckten Schutzes vor Diebstahl die Beobachtung der
Raumlichkeit durch Mitarbeiter oder Sicherheitspersonal
fallen.

Trotz des Bestehens eines Hausrechts oder eines berech-
tigten Interesses kann die Videoiliberwachung aber unzu-
lassig sein, weil das Interesse der Giberwachten Personen
schutzwiirdiger ist als das des Uberwachenden. Auf
Seiten der Betroffenen ist deren Recht auf informelle
Selbstbestimmung, welches auch das Interesse umfasst,
nicht per Videokamera tiberwacht zu werden, zu beriick-
sichtigen. Es muss eine Abwdagung der Interessen erfol-
gen.

Sofern durch die Videoliberwachung auch Mitarbeiter an
ihrem Arbeitsplatz erfasst werden, kann ein sog. ,Uber-
wachungsdruck” entstehen, wenn sich Mitarbeiter wah-
rend der Auslbung ihrer Arbeiten der Kamera nicht ent-
ziehen konnen. Das Interesse der Mitarbeiter an der
Beachtung ihrer Personlichkeitsrechte ist entsprechend
zu bericksichtigen.

Das Interesse des Uberwachenden kann gegeniiber den
zuvor erlduterten Interessen liberwiegen, sofern sich z.B.
Straftaten innerhalb des Betriebs oder in dessen nahem
Umfeld bereits ereignet haben oder es hierzu konkrete
Anhaltspunkte gibt. Zu beachten ist hierbei jedoch, dass
diese Anforderungen in der praktischen Umsetzung eine
hohe Hiirde darstellen. Der Uberwachende muss auf
Nachfrage der Datenschutzaufsichtsbehorde in der Regel
eine ,nennenswerte” Vielzahl von tatsachlichen Vorfal-
len nachweisen.

Sollten alle zuvor dargestellten Tatbestandsmerkmale
zugunsten des Uberwachenden zu bejahen sein, erfor-
dert § 4 Abs. 2 BDSG, dass die Videoliberwachung trans-
parent gemacht wird. Das entsprechende Hinweisschild
zur Uberwachung muss ,zum friihestméglichen Zeit-
punkt“ erkennbar gemacht werden. Der Name und die
Kontaktdaten des Verantwortlichen sind zu nennen.
Gemal § 4 Abs. 5 BDSG sind die Daten unverziglich, d.h.
spatestens nach 48 Stunden, zu I6schen.

2.2 Videoiliberwachung nicht-6ffentlich zu-
ganglicher Rdume

Flr den nicht-6ffentlich zugédnglichen Raum gibt es keine
ausdrickliche Regelung im BDSG. Insofern muss eine
Videoliberwachung in diesem Bereich an den allgemei-
nen Verarbeitungsregelungen des BDSG gemessen wer-
den. Bei der auch hier vorzunehmenden In-
teressenabwagung ist zu beachten, dass in der Regel die
schutzwirdigen Interessen der Betroffenen dem Interes-
se des Uberwachenden (iberwiegen. Grund hierfiir ist
der Umstand, dass der nicht-6ffentlich zugangliche Raum
nur von ganz konkret bestimmten Personen betreten
werden darf. Hierbei handelt es sich um Personen, die
der Betreiber des Heilwesenbetriebs quasi aus dem
,Pool der Offentlichkeit“ herausgefiltert und diesen
somit explizit ein Zutrittsrecht in spezielle Bereiche
seines Betriebs gewdhrt hat. Das Uberwiegen des all-
gemeinen Personlichkeitsrechts gilt auch dann, wenn der

Uberwachende im nicht-6ffentlich zugénglichen Raum
z.B. Straftaten durch die Videoliberwachung verhindern
mochte.

Ausnahmen koénnen ggf. in z.B. zahn-/medizinischen
Betrieben bestehen, wenn zwingende medizinische
Griinde im Einzelfall die Uberwachung der Patienten in
Abwesenheit des Verantwortlichen oder seiner Mitarbei-
ter rechtfertigen. In diesen Fallen ist der ,verfolgte
Zweck” der Uberwachung dann die Kontrolle des Ge-
sundheitszustands des Uberwachten.

Sofern im nicht-6ffentlichen Raum Mitarbeiter des Be-
treibers heimlich beobachtet werden sollen, muss §
26 BDSG beachtet werden, welcher die Datenverarbei-
tung fir Zwecke des Beschaftigungsverhaltnisses regelt.
Gemal § 26 Abs. 1 S. 2 BDSG ist eine Videolberwachung
zur Aufdeckung von Straftaten innerhalb der Betriebs-
statte moglich. Die Rechtsprechung der Arbeitsgerichte
legt die Tatbestandsmerkmale hierbei sehr eng aus. Das
heiRt, dass der Uberwachende sehr konkrete
Verdachtsmomente fiir eine Straftat nachweisen muss.
Dies stellt auch tatsachlich eine hohe Hirde dar.

3. Voraussetzungen fiir eine Videoliberwachung
nach DSGVO

Die DGSVO enthilt keine Regelung zur Video-
Uberwachung. Insofern konnen hier nur die allgemeinen
Verarbeitungsregeln der DSGVO zur Beantwortung der
RechtmaRigkeit einer Videolberwachung angewandt
werden. Die konkrete Umsetzung durch die daten-
schutzrechtlichen Aufsichtsbehorden bleibt abzuwarten.
Es ist jedoch nicht auszuschlieBen, dass die Prifungspa-
rameter des BDSG (wie unter Il. 2. dargestellt) zumindest
als Orientierungshilfe bei der Umsetzung dienen kon-
nen. Insofern wird nach oben verwiesen.

1. Fazit

Wer ab dem 25.05.2018 eine Videoilberwachungsanlage
in seinem Betrieb installieren mochte, steht vor rechtli-
chen Barrieren: Zunachst bleibt abzuwarten, an welchen
rechtlichen Vorgaben (BDSG oder DSGVO) eine Video-
Uberwachung zukiinftig zu messen sein wird. Sofern als
Malstab die DSGVO herangezogen werden sollte, bleibt
dann noch die Konkretisierung der dort nur allgemein
beinhalteten Verarbeitungsregeln auf den konkreten Fall
der Videolberwachung abzuwarten. In Anbetracht der
im Rahmen der Datenschutzreform zudem angehobenen
BuRgelder, sollte eine Videoliberwachung bis zur ab-
schlieBenden Kldarung der Rechtsunsicherheit daher -
wenn Uberhaupt - duBerst restriktiv und nur im , Notfall“
erfolgen.



Iv. Gesetzliche Regelungen

§ 4 BDSG - Videoiiberwachung 6ffentlich zuganglicher
Ridume

1. Die Beobachtung 6ffentlich zugédnglicher Raume mit
optisch-elektronischen Einrichtungen (Videolber-
wachung) ist nur zuldssig, soweit sie

1. zur Aufgabenerfiillung o6ffentlicher Stel-
len,
2. zur Wahrnehmung des Hausrechts oder
3. zur Wahrnehmung berechtigter Interes-
sen fiir konkret festgelegte Zwecke
erforderlich ist und keine Anhaltspunkte bestehen,
dass schutzwirdige Interessen der Betroffenen
Uberwiegen. 2Bei der Videolberwachung von
1. offentlich zugadnglichen groRflachigen An-
lagen, wie insbesondere Sport-, Versamm-
lungs- und Vergniigungsstatten, Einkaufs-
zentren oder Parkplatzen, oder
2. Fahrzeugen und offentlich zuganglichen
groRflachigen Einrichtungen des o6ffentli-
chen Schienen-, Schiffs- und Busverkehrs
gilt der Schutz von Leben, Gesundheit oder Freiheit
von dort aufhéltigen Personen als ein besonders
wichtiges Interesse.

2. Der Umstand der Beobachtung und der Name und
die Kontaktdaten des Verantwortlichen sind durch
geeignete MaRBnahmen zum friihestmoglichen Zeit-
punkt erkennbar zu machen.

3. Die Speicherung oder Verwendung von nach Absatz
1 erhobenen Daten ist zuldssig, wenn sie zum Errei-
chen des verfolgten Zwecks erforderlich ist und kei-
ne Anhaltspunkte bestehen, dass schutzwiirdige In-
teressen der Betroffenen Giberwiegen. Absatz 1 Satz
2 gilt entsprechend. Fiir einen anderen Zweck diir-
fen sie nur weiterverarbeitet werden, soweit dies
zur Abwehr von Gefahren flr die staatliche und 6f-
fentliche Sicherheit sowie zur Verfolgung von Straf-
taten erforderlich ist.

4. Werden durch Videoliberwachung erhobene Daten
einer bestimmten Person zugeordnet, so besteht
die Pflicht zur Information der betroffenen Person
Uber die Verarbeitung gemaR den Artikeln 13 und
14 der Verordnung (EU) 2016/679. 2§ 32 gilt ent-
sprechend.

5. Die Daten sind unverziglich zu I6schen, wenn sie
zur Erreichung des Zwecks nicht mehr erforderlich
sind oder schutzwiirdige Interessen der Betroffenen
einer weiteren Speicherung entgegenstehen.

Artikel 6 DSGVO - RechtmaBigkeit der Verarbeitung

(1) Die Verarbeitung ist nur rechtmaRig, wenn mindes-

tens eine der nachstehenden Bedingungen erfullt ist:

a) Die betroffene Person hat ihre Einwilligung zu der
Verarbeitung der sie betreffenden personenbezo-
genen Daten fiir einen oder mehrere bestimmte
Zwecke gegeben;

b) die Verarbeitung ist fur die Erflillung eines Vertrags,
dessen Vertragspartei die betroffene Person ist, o-
der zur Durchfiihrung vorvertraglicher MaRnahmen

erforderlich, die auf Anfrage der betroffenen Per-
son erfolgen;

c) die Verarbeitung ist zur Erfillung einer rechtlichen
Verpflichtung erforderlich, der der Verantwortliche
unterliegt;

d) die Verarbeitung ist erforderlich, um lebenswichtige
Interessen der betroffenen Person oder einer ande-
ren natlrlichen Person zu schiitzen;

e) die Verarbeitung ist fiir die Wahrnehmung einer
Aufgabe erforderlich, die im o6ffentlichen Interesse
liegt oder in Ausiibung 6ffentlicher Gewalt erfolgt,
die dem Verantwortlichen Ubertragen wurde;

f)  die Verarbeitung ist zur Wahrung der berechtigten
Interessen des Verantwortlichen oder eines Dritten
erforderlich, sofern nicht die Interessen oder
Grundrechte und Grundfreiheiten der betroffenen
Person, die den Schutz personenbezogener Daten
erfordern, Uberwiegen, insbesondere dann, wenn
es sich bei der betroffenen Person um ein Kind
handelt.

Unterabsatz 1 Buchstabe f gilt nicht fir die von Behor-

den in Erfillung ihrer Aufgaben vorgenommene Verar-

beitung.

(2) Die Mitgliedstaaten konnen spezifischere Bestim-

mungen zur Anpassung der Anwendung der Vorschriften

dieser Verordnung in Bezug auf die Verarbeitung zur Er-
fullung von Absatz 1 Buchstaben c und e beibehalten
oder einfiihren, indem sie spezifische Anforderungen fir
die Verarbeitung sowie sonstige Malnahmen praziser
bestimmen, um eine rechtmafig und nach Treu und

Glauben erfolgende Verarbeitung zu gewahrleisten, ein-

schlieBlich fur andere besondere Verarbeitungssitua-

tionen gemal Kapitel IX.

(3) Die Rechtsgrundlage fiir die Verarbeitungen gemaR

Absatz 1 Buchstaben c und e wird festgelegt durch

a) Unionsrecht oder

b) das Recht der Mitgliedstaaten, dem der Verant-
wortliche unterliegt.

Der Zweck der Verarbeitung muss in dieser Rechtsgrund-

lage festgelegt oder hinsichtlich der Verarbeitung gemaR

Absatz 1 Buchstabe e fir die Erfillung einer Aufgabe er-

forderlich sein, die im 6ffentlichen Interesse liegt oder in

Ausiibung offentlicher Gewalt erfolgt, die dem Verant-

wortlichen Ubertragen wurde. Diese Rechtsgrundlage

kann spezifische Bestimmungen zur Anpassung der An-
wendung der Vorschriften dieser Verordnung enthalten,
unter anderem Bestimmungen dariiber, welche allge-
meinen Bedingungen fiir die Regelung der RechtmaRig-
keit der Verarbeitung durch den Verantwortlichen gel-
ten, welche Arten von Daten verarbeitet werden, welche
Personen betroffen sind, an welche Einrichtungen und
fur welche Zwecke die personenbezogenen Daten offen-
gelegt werden durfen, welcher Zweckbindung sie unter-
liegen, wie lange sie gespeichert werden dirfen und
welche Verarbeitungsvorgange und -verfahren ange-
wandt werden dirfen, einschlieBlich MalRnahmen zur

Gewahrleistung einer rechtmafig und nach Treu und

Glauben erfolgenden Verarbeitung, wie solche fiir sons-

tige besondere Verarbeitungssituationen gemaR Kapitel

IX. Das Unionsrecht oder das Recht der Mitgliedstaaten

missen ein im offentlichen Interesse liegendes Ziel

verfolgen und in einem angemessenen Verhdltnis zu
dem verfolgten legitimen Zweck stehen.

(4) Beruht die Verarbeitung zu einem anderen Zweck als

zu demjenigen, zu dem die personenbezogenen Daten



erhoben wurden, nicht auf der Einwilligung der be-
troffenen Person oder auf einer Rechtsvorschrift der
Union oder der Mitgliedstaaten, die in einer demokrati-
schen Gesellschaft eine notwendige und verhaltnismagi-
ge MaBRnahme zum Schutz der in Artikel 23 Absatz 1
genannten Ziele darstellt, so beriicksichtigt der Verant-
wortliche — um festzustellen, ob die Verarbeitung zu
einem anderen Zweck mit demjenigen, zu dem die per-
sonenbezogenen Daten urspriinglich erhoben wurden,
vereinbar ist — unter anderem

a) jede Verbindung zwischen den Zwecken, fiir die die
personenbezogenen Daten erhoben wurden, und
den Zwecken der beabsichtigten Weiterverar-
beitung,

b) den Zusammenhang, in dem die personenbezoge-
nen Daten erhoben wurden, insbesondere hinsicht-
lich des Verhdltnisses zwischen den betroffenen
Personen und dem Verantwortlichen,

c) die Art der personenbezogenen Daten, insbesonde-
re ob besondere Kategorien personenbezogener
Daten gemal Artikel 9 verarbeitet werden oder ob
personenbezogene Daten Uber strafrechtliche Ver-
urteilungen und Straftaten gemaR Artikel 10 verar-
beitet werden,

d) die moglichen Folgen der beabsichtigten Weiterver-
arbeitung fur die betroffenen Personen,

e) das Vorhandensein geeigneter Garantien, wozu
Verschlisselung oder Pseudonymisierung gehoren
kann.

Artikel 13 DSGVO - Informationspflicht bei Erhebung
von personenbezogenen Daten bei der betroffenen
Person

(1) Werden personenbezogene Daten bei der betroffe-

nen Person erhoben, so teilt der Verantwortliche der

betroffenen Person zum Zeitpunkt der Erhebung dieser

Daten Folgendes mit:

a) den Namen und die Kontaktdaten des Verantwort-
lichen sowie gegebenenfalls seines Vertreters;

b) gegebenenfalls die Kontaktdaten des Datenschutz-
beauftragten;

c) die Zwecke, fiir die die personenbezogenen Daten
verarbeitet werden sollen, sowie die Rechtsgrund-
lage fiir die Verarbeitung;

d) wenn die Verarbeitung auf Artikel 6 Absatz 1 Buch-
stabe f beruht, die berechtigten Interessen, die von
dem Verantwortlichen oder einem Dritten verfolgt
werden;

e) gegebenenfalls die Empfinger oder Kategorien von
Empfangern der personenbezogenen Daten und

f) gegebenenfalls die Absicht des Verantwortlichen,
die personenbezogenen Daten an ein Drittland oder
eine internationale Organisation zu Ubermitteln,
sowie das Vorhandensein oder das Fehlen eines An-
gemessenheitsbeschlusses der Kommission oder im
Falle von Ubermittlungen gemaR Artikel 46 oder Ar-
tikel 47 oder Artikel 49 Absatz 1 Unterabsatz 2 ei-
nen Verweis auf die geeigneten oder angemesse-
nen Garantien und die Moglichkeit, wie eine Kopie
von ihnen zu erhalten ist, oder wo sie verfligbar
sind.

(2) Zusatzlich zu den Informationen gemaf Absatz 1
stellt der Verantwortliche der betroffenen Person zum
Zeitpunkt der Erhebung dieser Daten folgende weitere

Informationen zur Verflgung, die notwendig sind, um

eine faire und transparente Verarbeitung zu gewahrleis-

ten:

a) die Dauer, fur die die personenbezogenen Daten
gespeichert werden oder, falls dies nicht moglich
ist, die Kriterien fur die Festlegung dieser Dauer;

b) das Bestehen eines Rechts auf Auskunft seitens des
Verantwortlichen tber die betreffenden personen-
bezogenen Daten sowie auf Berichtigung oder L6-
schung oder auf Einschrankung der Verarbeitung
oder eines Widerspruchsrechts gegen die Verar-
beitung sowie des Rechts auf Datenlibertragbarkeit;

c) wenn die Verarbeitung auf Artikel 6 Absatz 1 Buch-
stabe a oder Artikel 9 Absatz 2 Buchstabe a beruht,
das Bestehen eines Rechts, die Einwilligung jeder-
zeit zu widerrufen, ohne dass die RechtmaRigkeit
der aufgrund der Einwilligung bis zum Widerruf er-
folgten Verarbeitung berihrt wird;

d) das Bestehen eines Beschwerderechts bei einer
Aufsichtsbehorde;

e) ob die Bereitstellung der personenbezogenen Daten
gesetzlich oder vertraglich vorgeschrieben oder fir
einen Vertragsabschluss erforderlich ist, ob die be-
troffene Person verpflichtet ist, die personenbezo-
genen Daten bereitzustellen, und welche mogliche
Folgen die Nichtbereitstellung hatte und

f)  das Bestehen einer automatisierten Entscheidungs-
findung einschlieBlich Profiling gemaR Artikel 22 Ab-
satze 1 und 4 und — zumindest in diesen Fallen —
aussagekraftige Informationen tber die involvierte
Logik sowie die Tragweite und die angestrebten
Auswirkungen einer derartigen Verarbeitung fur die
betroffene Person.

(3) Beabsichtigt der Verantwortliche, die personenbezo-
genen Daten fir einen anderen Zweck weiterzuverar-
beiten als den, fiir den die personenbezogenen Daten er-
hoben wurden, so stellt er der betroffenen Person vor
dieser Weiterverarbeitung Informationen Uber diesen
anderen Zweck und alle anderen maRgeblichen Infor-
mationen gemaR Absatz 2 zur Verfiigung.

(4) Die Absatze 1, 2 und 3 finden keine Anwendung,

wenn und soweit die betroffene Person bereits Uber die

Informationen verfugt.



Artikel 14 DSGVO - Informationspflicht, wenn die per-
sonenbezogenen Daten nicht bei der betroffenen Per-
son erhoben wurden

(1) Werden personenbezogene Daten nicht bei der be-
troffenen Person erhoben, so teilt der Verantwortliche
der betroffenen Person Folgendes mit:

a) den Namen und die Kontaktdaten des Verantwort-
lichen sowie gegebenenfalls seines Vertreters;

b) zusatzlich die Kontaktdaten des Datenschutzbeauf-
tragten;

c) die Zwecke, fur die die personenbezogenen Daten
verarbeitet werden sollen, sowie die Rechtsgrund-
lage fiir die Verarbeitung;

d) die Kategorien personenbezogener Daten, die
verarbeitet werden;

e) gegebenenfalls die Empfanger oder Kategorien von
Empfangern der personenbezogenen Daten;

f)  gegebenenfalls die Absicht des Verantwortlichen,
die personenbezogenen Daten an einen Empfanger
in einem Drittland oder einer internationalen Orga-
nisation zu Ubermitteln, sowie das Vorhandensein
oder das Fehlen eines Angemessenheitsbeschlusses
der Kommission oder im Falle von Ubermittiungen
gemal Artikel 46 oder Artikel 47 oder Artikel 49 Ab-
satz 1 Unterabsatz 2 einen Verweis auf die geeigne-
ten oder angemessenen Garantien und die Moglich-
keit, eine Kopie von ihnen zu erhalten, oder wo sie
verflgbar sind.

(2) Zusatzlich zu den Informationen gemaR Absatz 1

stellt der Verantwortliche der betroffenen Person die

folgenden Informationen zur Verfligung, die erforderlich
sind, um der betroffenen Person gegeniiber eine faire
und transparente Verarbeitung zu gewahrleisten:

a) die Dauer, fur die die personenbezogenen Daten
gespeichert werden oder, falls dies nicht moglich
ist, die Kriterien fur die Festlegung dieser Dauer;

b) wenn die Verarbeitung auf Artikel 6 Absatz 1 Buch-
stabe f beruht, die berechtigten Interessen, die von
dem Verantwortlichen oder einem Dritten verfolgt
werden;

c) das Bestehen eines Rechts auf Auskunft seitens des
Verantwortlichen lber die betreffenden personen-
bezogenen Daten sowie auf Berichtigung oder L6-
schung oder auf Einschrankung der Verarbeitung
und eines Widerspruchsrechts gegen die Verar-
beitung sowie des Rechts auf Datenlibertragbarkeit;

d) wenn die Verarbeitung auf Artikel 6 Absatz 1 Buch-
stabe a oder Artikel 9 Absatz 2 Buchstabe a beruht,
das Bestehen eines Rechts, die Einwilligung jeder-
zeit zu widerrufen, ohne dass die RechtmaRigkeit
der aufgrund der Einwilligung bis zum Widerruf er-
folgten Verarbeitung berthrt wird;

e) das Bestehen eines Beschwerderechts bei einer
Aufsichtsbehorde;

f)  aus welcher Quelle die personenbezogenen Daten
stammen und gegebenenfalls ob sie aus offentlich
zuganglichen Quellen stammen,;

g) das Bestehen einer automatisierten Entscheidungs-
findung einschlieRlich Profiling gemaR Artikel 22 Ab-
satze 1 und 4 und — zumindest in diesen Féllen —
aussagekraftige Informationen Uber die involvierte
Logik sowie die Tragweite und die angestrebten
Auswirkungen einer derartigen Verarbeitung fur die
betroffene Person.

(3) Der Verantwortliche erteilt die Informationen gemafR

den Absatzen 1 und 2

a) unter Berticksichtigung der spezifischen Umstdnde
der Verarbeitung der personenbezogenen Daten
innerhalb einer angemessenen Frist nach Erlangung
der personenbezogenen Daten, langstens jedoch in-
nerhalb eines Monats,

b) falls die personenbezogenen Daten zur Kommunika-
tion mit der betroffenen Person verwendet werden
sollen, spatestens zum Zeitpunkt der ersten Mit-
teilung an sie, oder,

c) falls die Offenlegung an einen anderen Empfanger
beabsichtigt ist, spatestens zum Zeitpunkt der ers-
ten Offenlegung.

(4) Beabsichtigt der Verantwortliche, die personenbezo-
genen Daten fir einen anderen Zweck weiterzuverar-
beiten als den, fiir den die personenbezogenen Daten er-
langt wurden, so stellt er der betroffenen Person vor
dieser Weiterverarbeitung Informationen Uber diesen
anderen Zweck und alle anderen maRgeblichen Informa-
tionen gemal Absatz 2 zur Verfligung.

(5) Die Absatze 1 bis 4 finden keine Anwendung, wenn

und soweit

a) die betroffene Person bereits Gber die Informatio-
nen verflgt,

b) die Erteilung dieser Informationen sich als unmog-
lich erweist oder einen unverhaltnismaRigen Auf-
wand erfordern wirde; dies gilt insbesondere fiir
die Verarbeitung fur im offentlichen Interesse lie-
gende Archivzwecke, fiir wissenschaftliche oder his-
torische Forschungszwecke oder fir statistische
Zwecke vorbehaltlich der in Artikel 89 Absatz 1 ge-
nannten Bedingungen und Garantien oder soweit
die in Absatz 1 des vorliegenden Artikels genannte
Pflicht voraussichtlich die Verwirklichung der Ziele
dieser Verarbeitung unmoglich macht oder ernst-
haft beeintrachtigt In diesen Fallen ergreift der Ver-
antwortliche geeignete MaRnahmen zum Schutz
der Rechte und Freiheiten sowie der berechtigten
Interessen der betroffenen Person, einschlieflich
der Bereitstellung dieser Informationen fiir die Of-
fentlichkeit,

c) die Erlangung oder Offenlegung durch Rechtsvor-
schriften der Union oder der Mitgliedstaaten, de-
nen der Verantwortliche unterliegt und die geeigne-
te MaBnahmen zum Schutz der berechtigten Inte-
ressen der betroffenen Person vorsehen, ausdriick-
lich geregelt ist oder

d) die personenbezogenen Daten gemall dem Unions-
recht oder dem Recht der Mitgliedstaaten dem Be-
rufsgeheimnis, einschlieRlich einer satzungsmaRi-
gen Geheimhaltungspflicht, unterliegen und daher
vertraulich behandelt werden mussen.



